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CMMC & NIST Assessments

Authorized C3PAO

Mock Assessment & Gap Analysis

vCISO & Security Advisory Services

Penetration Testing

Incident Response Planning 

Continuous Compliance Program

Security Awareness Training

Cybersecurity Risk Management

AWS and Microsoft Health Check

Patch Management as a Service

Managed GCC-High Platform

Cloud Security For

Microsoft, AWS, Google

KnowBe4 Training as a Service

CERTIFICATIONS 
VOSB/SDVOSB
SB (Micro)/DVBE (#2009119)
LSBE (SD and LA County) 

COMPANY INFORMATION
DUNS #: 081030113 
CAGE Code: 825L7 
UEI: EEDLATNQ8ZQ3

CONTRACT VEHICLES
GSA MAS Schedule # 47QTCA21D00D7
Highly Adaptive Cybersecurity Services
California CMAS IT Consulting

Contact Us Today at 833-562-7700 
KNC Strategic Services 

A Service-Disabled Veteran-Owned Small Business

Specialized SolutionsCore Services Managed Cybersecurity

C3PAO - CMMC Third Party Assessment Organization
CMMC - Cybersecurity Maturity Model Certification

NIST - National Institute of Standards and Technology 
CISO - Chief Information Security Officer

KNC has seven years of experience working with 
the Defense Industrial Base within the Aerospace, 
Manufacturing, Transportation, Technology, and 
Space Industries, from Small to Medium Businesses.  
 
KNC has worked with the City of Los Angeles  
Information Technology Agency, the LA County  
Metropolitan Transportation Agency, the City of  
Vernon, the CA Department of Corrections and  
Rehabilitation, the CA Public Utilities Commission,  
and the Air National Guard.

KNC is trusted, proven, experienced, and here to help. 
We are a small but mighty team of consultants, advisors, 
and subject matter experts. We are passionate about great 
customer service. Experience our Red, White, and Blue 
Glove Service

KNC formed a nonprofit, US VALOR, that provides a 
Cybersecurity Apprenticeship Program for US Military 
Service Members. KNC donates 10% of our annual profits.

Why Choose KNC? Experience

JARGON 
GUIDE
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CMMC Services

Cyber Recon is a customized assessment that helps organization’s identify their current 
vulnerabilities, internal and external, and how to fix them.

A penetration test, or pen test, is a simulated, authorized cyber-attack on a network or web 
application to test its defenses. We offer internal, external, wireless, and physical pen tests.

Constant vulnerabilities, limited staff, & limited time. Does that sound familiar? Let us help 
you. We can provide managed patching of Operating Systems, Applications, Network  
Infrastructure, and Cloud Systems.

FEDERAL GOVERNMENT SERVICES
KNC holds a GSA Contract (47QSMD20R0001) for Highly Adaptive Cybersecurity Services 
(HACS). We work with the CISA Assessment Evaluation and Standardization (AES) program to 
conduct non tier-one assessments of High-Value Assets (HVA) for state, local, tribal, and terri-
torial organizations.

KnowBe4 is the world’s largest Security Awareness Training and Simulated Phishing  
platform. We use it and actively manage the platform for our clients. We can do the same  
for you.

Cybersecurity Services

As an Authorized CMMC Third Party Assessment Organization (C3PAO) through 
the Cyber AB, and as consultants to the Defense Industrial Base, we bring a 
wealth of experience in  preparing companies for the CMMC assessment, and  we 
are  one of the very few Authorized C3PAOs conducting the official assessments. 

 CMMC Preparation Consulting
 CMMC Implementation
 CMMC Mock Assessment
 CMMC Level 2 Assessment

KNC has a team of deeply experienced CISOs available to support your business. Not all  
organizations have access to a dedicated Chief Information Security Officer to help them. 
Many CISOs need an additional resource to help them when needed.


